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Preamble

ANY Security Printing Company Plc (Budapest, Hungary) is committed to personal data protection and information
security. We provide maximum security both in our services and in our daily operation. Being a company present
in the European Economic Area we are subject to the General Data Protection Regulation (GDPR). Appearing
anywhere in the world with our actions and independently of the geographical location of the performed data
processing, we always follow the same rules. Also, independently of the EU or 3™ country citizenship or physical
location of people who are subjects to our operations, we apply the guidance set by GDPR. This is why, according
to GDPR, hereby we present the following declaration in connection with our ‘Digital Citizen Game'.

Data protection declaration and information

The present data protection information concerns the users of the 'Digital Citizen Game' event and information
service presented during ID for Africa 2024. The purpose of this data protection information is that ANY Security
Printing Company Plc (hereinafter: 'Controller') may inform the data subjects (players) regarding the processing of
the data received.

As the data subject may decide freely whether to use the service, the data and information required for the use of
such service are provided by free will.

The controller, the scope of the data processed, the purpose of processing

The controller is ANY Security Printing Company Public Limited Company by Shares, 1102 Budapest, Halom street
5., Phone: +361431-1200, Fax: +361 431-1220, E-mail: info@any.hu.

When visiting the information service using any digital device the following valid data should be entered manually
or provided for the purpose of the game:

e an e-mail address where the ‘digital document’ access link would be forwarded and which should be an
address controlled by the player exclusively

The following data shall also be entered but not necessarily should be valid or real. The player may freely decide
what kind information is provided but the player is also responsible for its ownership and appropriate use.

o digital picture (of the player or any other picture what the player controls or owns)
e name (of the player or a fictional name)

Usage of data

As the part of the game, the Controller will send an email to the address provided in which a download link will be
presented linking to the 'Digital Citizen’ fictional ID document image. The service is available until the 90" day
following the last days of the event where the game was presented. ANY may send at most one information email
during the same period about its services (non-targeted general marketing information).

In case you would like to know more, you may request detailed information in writing via any of the contacts
specified at the end of the present Palicy, to which we will by all means respond.
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Method and duration of data management

Data management is carried out by the Controller through its own IT system, operated in the area of the European
Union on servers it owns or leases. In addition, data may be temporarily stored on other computers of the Controller
as well at the headquarters in Budapest, Hungary.

The duration of the processing of provided data lasts until the 90" day following the last days of the event where
the game was presented. Following this term all data will be irreversibly deleted.

Data protection

In order to avoid the unauthorized use of the processed personal data and related misuse, the Controller applies
extensive technical and operational security measures. Our security processes are regularly reviewed and developed
in line with technological advancement.

Access to own data

The data subject may get information about his/her stored personal data at dpo@any.hu and may also request
information via any of the Controller's contacts according to relevant law. In this case a request coming from a
player provided e-mail address is accepted and the answer would be sent to the same e-mail address exclusively.

Data transfer, further recipients

We do not transfer the data of data subjects to third parties neither within the European Economic Area nor outside
thereof.

Automated decision-making

Our system does not automatically create a profile, provide or determine a different process based on the provided
data of the data subject (player).

Removal, correction and limitation
In case of such request please write to the dpo@any.hu e-mail address from the player's e-mail address.
Data Protection Officer

At the ANY Security Printing Company corporate group, a group-level data protection officer (Corporate Level
DPO) is appointed. His tasks include providing information to clients and ensuring uniform compliance with the
provisions of the GDPR on a group level. Contact details of the data protection officer: Dr. Mihaly ISZALY, e-mail:

dpo@any.hu.

Enforcement of rights

You may file a complaint at us with respect to data management or any element thereof, at the controller via a
complaint addressed to the data protection officer, to which we will reply as soon as practicable (dpo@any.hu).
Should you wish to indicate your problems to other bodies, you may turn to your respective national data protection
authority within the European Union, or the Hungarian National Authority for Data Protection and Freedom of
Information (Postal address: 1363 Budapest, Pf.: 9., Address: 1055 Budapest, Falk Miksa street 9-11. Phone: +361391-
1400, Fax: +361 391-1410, E-mail: ugyfelszolgalat@naih.hu)
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